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 In 2001 Congress directed the U.S. Department of Housing and Urban 
Development (HUD) to improve data collection regarding the use of 
homeless programs.  
 

 In response, HUD began requiring the use of a Homeless Management 
System (HMIS).  
 

History of 

LA/OC HMIS 



Continuum of Care (CoC): an integrated system of care that guides and tracks 

homeless individuals & families through a comprehensive array of housing & 

services designed to prevent and end homelessness.  
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The LA/OC Collaborative includes four Continua of Care: 
 

 

History of 

LA/OC HMIS 
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The implementation of the LA/OC HMIS is led by the LA/OC 

Collaborative. The central purpose of this collaborative is to use the 
HMIS database to: 

 

 
Advance the 

provision of quality 

services for 

homeless and at 

risk homeless 

persons. 

Improve data 

collection  

Promote more 

responsive 

policies to 

prevent and end 

homelessness in 

the Los Angeles 

and Orange 

Counties.  

History of 

LA/OC HMIS 
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The LA/OC HMIS database securely 

records information about clients who 

access housing and homeless services 

within the Greater Los Angeles and 

Orange Counties.  

History of 

LA/OC HMIS 



8 

Participating organizations share 
information within the HMIS database 
with other organizations that also use 

the system.  

This information is utilized to 
provide supportive services 

to our clients and their 
household members.  

History of 

LA/OC HMIS 
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Protected Personal Information (PPI) is 
confidential personal information that we 
collect about our clients and their families.  

This information is collected and 
entered into the LA/OC HMIS 

database. We are required to protect 
the privacy of our clients PPI by 

complying with the privacy practices 
described in our privacy notice.  

Protected  

Personal 

Information 
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Protected  

Personal 

Information 

Before we collect PPI our clients are asked to 
sign a Consent to Share Protected Personal 

Information form.  

This form lists the type of 
information we would 

typically obtain and enter 
into the system.  

 
You cannot be denied 

services if you do not sign 
this form.  
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Protected  

Personal 

Information 

 If a participating organization is gathering PPI during a 
phone screening, street outreach or community access 
center sign-in, verbal consent can be used to share the 
information in HMIS.  
 

 If verbal consent is obtained, we will request written 
consent during the initial assessment.  
 

 If the client does not appear for the initial assessment, 
their information will remain in HMIS until they revoke 
their consent in writing. 

Verbal Consent  



13 

Protected  

Personal 

Information 

How do our clients benefit from providing their 
information?  
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Protected  

Personal 

Information 

By providing their information they will be contributing to 
efforts to prevent and end homelessness in LA/OC.  
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Protected  

Personal 

Information 

 The information will also help us to provide more effective 
services for our clients and their household members.  
 

 We must enhance our understanding of homelessness in 
order to improve the available services in our clients’ local 
areas.  
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There are two types of participating 
organizations.  

Participating 

Organizations 

A participating organization is any organization that operates a project that 
either contributes data to an HMIS or has direct access to PPI in HMIS.  

Organizations that collect 
and share information 

within the system.  

Organizations that have 
been assigned access-only.  
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Participating 

Organizations 

Which organizations collect and share PPI 
using the LA/OC HMIS?  
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Participating 

Organizations 

All providers funded by any of the HMIS federal partners 
should have their programs implemented on HMIS. These 

program types include:  
 

 
 Coordinated Assessment  
 Day Shelter  
 Services Only 
 Street Outreach 
 Emergency Shelters 
 Transitional Housing  
 PH-Housing Only 
 PH-Housing with Services (no disability required for entry) 
 PH-Permanent Supportive Housing (disability required for entry) 
 PH-Rapid Re-Housing 
 Homelessness Prevention 
 Safe Haven 
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Participating 

Organizations 

Access-Only Organizations assign access-only staff persons who are 
entrusted to access (but not contribute) Protected Personal 
Information from the LA/OC HMIS. Below are two examples of access-
only organizations: 
 
 
 L.A. Care  
 Department of Veterans Administration  

Access-Only Organizations  

Note: Although access-only users do not collect or enter any information into 
the LA/OC HMIS they are still required to abide by all policies and procedures, 
which include protecting and maintaining the confidentiality of PPI.  
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Participating 

Organizations 

What are the steps to implement a 
program into the HMIS? 

 HMIS Participating Organization Agreement 
• All participating organizations must submit this form prior to gaining 

access to the system.  
• This form outlines the guidelines for using HMIS including the 

responsibilities of the organization with regards to client rights and 
data use.  

 Staff Training 
• The staff persons who will be using the system must also attend 

training on system navigation and functionality.  
• Trainings are offered in a variety of formats including instructor-led 

courses and online webinars.  

 HMIS User Agreement 
• All HMIS users must sign a User agreement once they complete the 

required training.  
• The user agreement reviews client rights and confidentiality 

requirements for HMIS users.  

 User Account Creation 
• After all steps have been completed HMIS User Accounts will be 

assigned to each user.   
• HMIS users will now have authorization to either enter or view PPI (if 

working with an access-only organization).  
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Participating 

Organizations 

Submit a signed and dated greater Los 
Angeles HMIS Participating 

Organization Agreement Form. 
Access-Only Organizations must 

submit the Access-Only Organization 
Agreement.  

Step 1 
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Participating 

Organizations 

Step 2 

Staff training on system 

navigation and functionality.  

All users must complete required 
training and any additional training 

relevant to their position prior to 
gaining access to LA/OC HMIS.  
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Participating 

Organizations 

All training info is available on 
LAHSA’s HMIS training website 

at http://training.lahsa.org.  

Trainings are hosted regularly 
throughout the year and they 

include: 
 

 One-on-One Support and 
Assistance 

 Specialized program-type 
trainings 

 Individualized computer 
stations 

 Hands-on experience through 
HMIS test environment 

http://training.lahsa.org/
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Participating 

Organizations 

Step 3 

All users must submit a signed and dated 
HMIS User Agreement form. Access-only 
users must submit the Access-Only User 

Agreement.  
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Participating 

Organizations 

Step 4 

HMIS User Account Creation  

Each user will create a unique User ID and 
password. Passwords must meet the 
following criteria:  
 
 Be at least eight (8) characters long 

and no more than sixteen (16) 
characters in length 

 Be alphanumeric 
 Be at least one (1) upper case, one (1) 

lower case letter and at least one (1) 
symbol 

Note: Each user must also complete an enforced password reset 

every one-hundred eighty days (180) days.  
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Participating 

Organizations 

Once a user has successfully created an account they are 
assigned both an HMIS role and a security level (group). 

This will determine the type of access a user will have 
within the database.   

User access within HMIS  
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Participating 

Organizations 

HMIS roles are assigned based on the staff’s title and/or job functionality within 
their organization. The following are examples of roles and their corresponding 

page access within HMIS:  

Case Manager 
(LA_CES_Standard) 

 
 Client and enrollment 

search  
 Program Entry 
 Case Notes 
 Annual Assessments  
 Services 
 Unit/bed Assignments 
 Program exit and 

follow-up  
 

Outreach Worker 
(LA_CES_Outreach) 
 

 Client and enrollment 
search 

 Location and services 
 Client intake  
 Program entry 
 Supplemental 

assessment 
 Case note 
 Services 
 Program exit and 

follow-up  

Housing Provider 
(LA_CES_Housing_Provider) 

 

 Housing Resource 

Mark for Delete  
(Mark for Delete) 

 
 Mark for delete and 

disassociate client  

 
 
 
 

 
 

HFSS Case Manager (LA_CM) 
 (Access to pages listed under Case Manager) 
 Appointments 
 Supplemental assessments  

Export Schedule (LA_HPRP Export) 
 Export schedule v5 for SSVF and RHY.  
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Participating 

Organizations 

HMIS group permissions allows for additional security to manage the level of 
data that is shared within your organization. By default, a newly implemented 

agency will have two groups:   

Agency Administrator 
 

 Allows full access to all programs 
and client files within the agency 

 Cannot be modified 

User Group  
 

 Allows access to specific programs 
by default 

 Access can be adjusted as necessary 
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Participating 

Organizations 

Example 

A user designated as an Agency 
Administrator would have access to the 

Mark for Delete page in HMIS. 

The Mark for Delete process allows Agency 
Administrators to: 

 
 Remove duplicate entries within HMIS 
 Remove enrollment into incorrect programs 
 Remove enrollment into a program due to 

ineligibility  
 Re-open past enrollment to correct other data entry 

errors 

 

HMIS users who aren’t 
identified as Agency 

Administrators in the system 
are not permitted to access this 

process.  

 
Note: Agency Administrators also have access to all programs within the system while 
HMIS users assigned to the user group are given access to specific programs. 
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Participating 

Organizations 

What happens when a user no longer 
works for the participating organization?  
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Participating 

Organizations 

The HMIS Administrator will terminate 
user access upon notification and receipt 

of this Termination of Employee Form 
from the Organization Administrator.  
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Privacy 

Practices 

All HMIS users and participating organizations must sign 
this privacy agreement to maintain the security and 

privacy of client information.  
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Privacy 

Practices 

Each HMIS user or participating organization that violates 
the agreement may have access rights terminated and 

may be subject to further penalties.  
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Privacy 

Practices 

PPI is also protected by 
passwords and encryption 

technology.  
 

HMIS will also automatically 
lock you out after 10 mins of 

inactivity. 
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Privacy 

Practices 

Under what circumstances do we share 
client information? 
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Privacy 

Practices 

After obtaining the required consent, PPI can be used or 
disclosed for any of the following purposes: 

 
 

System 

Administration 

Technical Support 

Program 

Compliance 

Analytical Use 
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Privacy 

Practices 

More specifically, unless restricted by other laws, the information 
we collect can be shared and disclosed under the following 
circumstances: 
 
 To provide or coordinate services 
 For payment or reimbursement of services for the participating 

organization 
 For administrative purposes, including but not limited to HMIS 

Administrator(s) and developer(s), and for legal, audit personnel, and 
oversight and management functions 

 For creating de-identified PPI 
 When required by law or for law enforcement purposes 
 To prevent a serious threat to health or safety 
 As authorized by law, for victims of abuse, neglect, or domestic violence 
 For academic research purposes 
 

 

 
 Note: Other uses and disclosures of PPI can be made with the clients written consent.  
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Solid data enhances the ability of a community to 
understand the scope of a problem.  

Data 

Standards 
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Data 

Standards 

Both the 2014 HMIS Data Dictionary and Data 
Manual, published by both HUD and HMIS federal 

partners, outline the requirements and federal 
expectations for collecting data using the HMIS.  

The 2014 Data Dictionary and Manual can be found at 
 https://www.lahsa.org/hmis/documents  
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Data 

Standards 

Universal Data Elements 

 HMIS Universal data 
elements are elements 
required to be collected by 
all projects participating in 
HMIS, regardless of funding 
source.   

 
 Users must enter all data 

elements and program-
specific data elements into 

the database within (3) days 
of intake.  
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Client Rights 

LA/OC HMIS Client Rights are outlined in our client rights 
brochure. 
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Client Rights 

Consent 

As mentioned before, prior to providing any 
information our clients are asked to sign a 

consent form that explains the type of 
information we collect and how the 

information is protected.  
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Client Rights 

Revocation of Consent  

Our clients can revoke their consent 
at any time either in writing or by 

completing the Revocation of 
Consent form. Upon receipt of the 
form we can remove the PPI from 

the shared HMIS database and 
prevent further information from 

being added.  
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Client Rights 

Filing a Grievance 

 If any HMIS client feels that their 
rights have been violated they may 
complete a grievance form. Once the 
form is submitted, clients can expect 
a response within 30 days.  
 

 We ask that this form is completed 
only after clients have exhausted the 
grievance procedures at their 
organizations.  
 

 It is against the law for any 
organization to take retaliatory 
action if a grievance has been filed.  
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Each LA/OC HMIS user is required to read the 
complete LA/OC HMIS Policies and Procedures 

document. Upon completion they must sign 
this Acknowledgement form. The form should 

be signed and submitted to  
LAHSA.Training@lahsa.org.  

mailto:LAHSA.Training@lahsa.org


To locate the HMIS Policies & Procedures document and the acknowledgement form go to 
hmis.lahsa.org and follow the instructions listed below.  
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1st 

2nd 

3rd 

4th 

 Click provider tools. 
 From the drop down menu, 

select documents.  
 Select Policies and Standards.  
 Open the LA/OC HMIS Policies 

and Procedures document.  
 The Acknowledgement Form is 

the very last page.  
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Please also send a copy of your Certification of Completion to 
LAHSA.Training@lahsa.org. You can download the certificate by: 

Visiting the Mindflash 
homepage and selecting 
the Passed icon to                           
view and download the 
certificate.  

Downloading the 
certificate upon 
completion of the online 
training. 

mailto:LAHSA.Training@lahsa.org
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Complete  

View next slide 

for contact info.  
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HMIS Contact Info  


